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INTRODUCTION

Human trafficking—mainly for the purpose of forced labor and sex trafficking—is the world’s fastest growing criminal industry. Globally, there are more than twenty million victims of human trafficking each year. Every thirty seconds, someone becomes a victim. There are an estimated twenty-seven million people in bondage across the globe—men, women, and children are exploited for manual and sexual labor against their will. The average age of a trafficking victim is twelve years old. Sex trafficking’s most devastating effects are on children, undermining their basic human needs; inflicting long-lasting physical and psychological trauma; and resulting in drug addiction, malnutrition, social ostracism, and sometimes death. In the United States, child victims are often runaways and homeless youth. Only 1%–2% of victims are ever rescued.

Such victimization has flourished due to its profitability. Sex traffickers realized more profits in 2010 than the combined profits of Wal-Mart and Exxon Mobil, the top two Fortune 500 companies that year. In the U.S., sex traffickers have found a loophole in federal regulations that allows them to exploit minors more easily and without fear of retribution: the Internet. Sex traffickers can post advertisements for...
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In 2013, the California Department of Justice (California DOJ) began investigating Backpage because of reports of children who were repeatedly exploited for commercial sex on Backpage from the National Center for Missing and Exploited Children (NCMEC) and the media. Since 2012, the NCMEC has worked on more than 400 cases involving children sold for commercial sex on Backpage and has reported 2,900 instances to California law enforcement where suspected child sex trafficking occurred on Backpage. In the last five years, NCMEC has reported a more than 800% increase in reports of suspected child sex trafficking, much of it the result of online trafficking. Backpage was involved in 73% of all child trafficking reports that the NCMEC received from the general public.

The California DOJ’s investigation found that many of the ads for prostitution services involved victims of sex trafficking, including

engines. See The Dark Net and Human Trafficking: Is There A Connection?, A21, http://www.a21.org/content/the-dark-net-and-human-trafficking-is-there-a-connection/graph/ [https://perma.cc/4YRH-BVAF]. According to Ernie Allen, the founder of the National Council for Missing and Exploited Children, there are 22 million photos and videos involving child pornography that have been reported—largely due to the use of the dark net. Id. This amount contributes to making child pornography one of the largest industries to date, grossing $20–$30 billion a year. Id.


16. Id. at 4.

17. Id. at 5.


children. Additionally, since 2010, Backpage has been expanding operations, creating sites in hundreds of cities throughout the world, including more than thirty cities in California. "Operating in 97 countries and 943 locations worldwide—and last valued at more than a half-billion dollars—Backpage is the world's second-largest classified advertising website." Backpage's internal revenue reports show that from January 2013 to March 2015, 99% of its worldwide income was directly attributable to its "adult" section. During this period, their gross monthly income from California rose to $2.5 million per month, with more than $51 million in revenue derived from California during that 29-month period. Approximately $50.9 million out of that $51.7 million—98.43% of Backpage’s total earnings out of California—was derived from "adult" entertainment advertising.

Backpage’s worldwide revenue for June 22–28, 2015, was a little more than $3.1 billion. Seventeen percent of this total revenue was attributable to California—72.8% of which was generated from female escorts, 18.8% from body rubs, 5.5% from transsexual escorts, and the remaining 2.9% divided between all other categories (which include adult jobs, datelines, domination, fetish, male escorts, and strippers).

Although Backpage’s general counsel, Liz McDougall, states that employees review each advertisement submitted to the "adult" category and report suspicious ads to the NCMEC, the review process is not comprehensive enough nor effective. McDougall, a First Amendment lawyer, states that when it comes to fighting sex trafficking, "[she is] a true believer that [Backpage] is one of the most valuable tools there is on the Internet." Yet it has been suggested that Backpage’s Terms of Use help shield users’ identity and allow for the sex trafficked minors to go undetected.

The U.S. government is taking steps to address the issue. On September 25, 2012, on the 150th anniversary of the Emancipation

21. Id.
22. BACKPAGE.COM’S KNOWING FACILITATION, supra note 19, at 1.
23. Attorney General Kamala Harris, supra note 13. In April 2015, this percentage dropped to 97% and in May 2015 to 90%, and the drop coincides with the decision of credit card companies, like American Express, to stop processing Backpage payments. Arrest Warrant, supra note 14, at 11.
26. Id. at 12.
27. See infra Part II.A.
Proclamation, President Obama spoke about global and domestic sex trafficking issues. Obama stated, “Our fight against human trafficking is one of the great human rights causes of our time, and the United States will continue to lead it.” Obama labeled human trafficking—including sex trafficking—“modern slavery” and spoke about progressive measures to combat sex trafficking issues globally and domestically. However, despite Obama’s efforts to significantly reduce or eliminate this issue, federal laws such as the Communications Decency Act of 1996 (CDA) impede state action and diminish federal efforts at combating the sex trafficking of adults and minors.

One of the ways the CDA impedes state and federal efforts is through its civil immunity provision. The civil immunity provision, which courts have interpreted broadly, grants expansive immunity to websites as both publishers and distributors of content. Sex traffickers have utilized Backpage, among other websites, to post advertisements of sex trafficked minors. The immunity provision of the CDA preempts state statutes criminalizing online commercial sex advertisements because of the Supremacy Clause of the U.S. Constitution. The Supremacy Clause declares that federal legislation is “the supreme Law of the Land”; therefore, federal legislation can create legal obligations to state law and preempt states from making or enforcing statutes that are in conflict with it.

In previous litigation, Backpage has defended itself by arguing that it is an “interactive computer service” (also known as an Internet Service Provider or ISP) under the CDA, thus providing it with immunity and allowing it to circumvent state law claims. Recently in J.S. v. Village
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30. Remarks by the President, supra note 3.
31. Id.
32. Id.
33. Silvano, supra note 29.
34. See id. at 375.
35. Id. at 381.
38. 47 U.S.C. § 230(e)(3) (2012) (“Nothing in this section shall be construed to prevent any State from enforcing any State law that is consistent with this section. No cause of action may be brought and no liability may be imposed under any State or local law that is inconsistent with this section.” (emphasis added)).
39. See Jane Doe No. 1 v. Backpage.com, LLC, 817 F.3d 12 (1st Cir. 2016). The court concluded that the plaintiffs had “made a persuasive case” and “Backpage has tailored its website to make sex
Voice Media Holdings LLC, three minors who were featured in advertisements for sexual services on Backpage brought a case against Backpage.40 This case is particularly intriguing because it raises suspicions that many others have raised—that Backpage assists in developing the content—and determines that contributing or encouraging content can lead to liability previously attributed only to those who developed the content.41 Village Voice is also controversial because the Washington State Supreme Court’s analysis and decision has deviated from other states’ decisions.42

Under federal law, the CDA has created a loophole for pimps and johns to exploit minors through the Internet. This Note uses Backpage as an example of how interactive computer services consistently evade liability under the current language of the CDA, and examines the need for an amendment to the language of the CDA. This Note argues that an interactive computer service should be held responsible under state law if it helps create the content, thus becoming an “information content provider” under the CDA. Part I provides the groundwork for what sex trafficking is and its relationship to prostitution. Additionally, it sets out federal and Washington State laws regarding the sex trafficking of minors over the Internet. Part II discusses how Backpage operates and analyzes J.S. v. Village Voice Media Holdings LLC, a case currently pending in Washington State Superior Court. This section also discusses the recent arrest on pimping charges of Backpage’s CEO Carl Ferrer and the California DOJ’s investigation into Backpage. Lastly, this section discusses why Backpage decided to shut down its “adult” ad section and how it continues to maintain operations across the world. Part III calls on Congress to take action and amend the CDA. Two proposals for amending the CDA are provided that would prevent interactive computer services, which aid in publishing illicit content, from being immune from State liability.

I. THE EVOLUTION OF SEX TRAFFICKING UNDER FEDERAL AND WASHINGTON STATE LAW

To understand issues surrounding sex trafficking, it is imperative to understand the history of prostitution and how sex trafficking relates to and intersects with prostitution.43 Due to the national prominence of

41. See BACKPAGE.COM’S KNOWING FACILITATION, supra note 19.
43. For an elaboration on the history of prostitution in the United States, see Allison K. Capaul, An Examination of Prostitution and Sex Trafficking Laws Within the U.S. (Apr. 1, 2013) (unpublished
Internet-based sex trafficking and prostitution, both federal and state laws need to be analyzed to ensure that their efforts are consistent with each other.

A. A Brief History of American Prostitution

Prostitution is the exchange of a sexual activity with another person in exchange for money or something else of value.44 Those who promote prostitution, or induce or entice others into prostitution, are called “pimps”; those who solicit or patronize prostitutes are called “johns”; and “prostitutes” are those who perform sexual acts in exchange for money or other financial compensation.45 Prostitution may occur in brothels, hotels, bars, restaurants, massage parlors, or through the Internet.46

Prostitution has been a part of American society since before the Thirteen Colonies fought for independence.47 Between 1900 and 1920, states began implementing criminal sanctions prohibiting prostitution throughout the U.S.48 In 1910, Congress passed the Mann Act, which prohibited any man from taking a woman across state lines for the purpose of prostitution.49 The Supreme Court upheld the Mann Act in Hoke v. United States.50 In 1948, Congress amended the Mann Act, to make it illegal for anyone to knowingly transport an individual interstate with the intent for that individual to engage in prostitution.51 In effect, Congress left the determination of how to regulate prostitution to the states, while the transportation of persons across state borders for sexual purposes fell under federal regulation.52 However, in 1971 Congress made prostitution illegal across the U.S., and it has remained illegal since, with the exception of thirteen counties in Nevada.53

46. Augustson & George, supra note 44, at 230.
48. Id. at 204.
49. Id.
52. See Hoke, 227 U.S. at 322.
53. Drexler, supra note 47, at 204.
“Human trafficking” and “modern slavery” have been used interchangeably to describe “recruiting, harboring, transporting, providing, or obtaining a person for compelled labor or commercial sex acts through the use of force, fraud, or coercion.” 54 Within the broader term of “human trafficking” is “sex trafficking,” which describes the subtle or overt, physical or psychological coercion of a victim into performing commercial sex acts. 55 Domestic minor sex trafficking has become a significant risk for American youth; prostituting minors is a major source of income and traffickers have discovered that American children are easier to recruit and sell than foreign victims because there is no need to cross the border. 56 Children that are particularly vulnerable in the U.S. are runaways, homeless, those in the child welfare system, and those in the juvenile justice system. 57

An issue revolving around sex trafficking and prostitution is that it is often hard to distinguish between those who are being trafficked and those who “choose” to stay in the profession after the age of eighteen. 58 The distinction between prostitution and sex trafficking is difficult to make because adult women and men who are currently involved in prostitution began, in many cases, as children and may be coerced to continue a life of prostitution. 59 Many adult prostitutes start as minors and do not have the resources to extract themselves from the industry. 60 Some of the reasons people remain in prostitution include a lack of education, family and social

54. TRAFFICKING IN PERSONS REPORT, supra note 7, at 7.
55. Human Trafficking Prosecution Unit, supra note 1.
56. Sex Trafficking, supra note 8.
57. Id.
59. Id.
60. An example of this is provided by Rachel Moran, the founder of Space International and a fierce advocate of the abolition of prostitution due to her own experience in prostitution in Ireland. Rachel Moran, Buying Sex Should Not Be Legal, N.Y. TIMES (Aug. 28, 2015), http://www.nytimes.com/2015/08/29/opinion/buying-sex-should-not-be-legal.html. When Moran was fourteen, her father committed suicide and her mother suffered from a mental illness, which resulted in her placement in the care of the State. Id. Within a year, she was on the streets, uneducated, and without a home. Id. At age fifteen, she met a man who took advantage of her economic and social dilemma and psychologically coerced her to prostitute herself. Id. Moran then became dependent on drugs to numb her pain, starting the cycle of abuse and a life of prostitution that lasted seven years. Id. This story is one of many and is an example of how it is hard to distinguish those who began as sex trafficked minors, as opposed to those who begin prostitution after the age of eighteen. Because this line is hard to draw, many prostitutes who are criminalized in the U.S. are actually the victims of minor sex trafficking. To learn more about Rachel Moran and her experience through prostitution, see RACHEL MORAN, PAID FOR: MY JOURNEY THROUGH PROSTITUTION (2015).
Coercion for minors and adults may take many societal forms and it is not always physical. Once traffickers successfully recruit their victims, they employ methods of coercion and control to maintain their dominance. The methods traffickers use to coerce and control their victims include economic exploitation, social isolation, verbal abuse, threats, physical violence, sexual assault, and captivity.

The U.S. Department of State classifies minors as victims of sex trafficking when they are recruited, enticed, harbored, transported, provided, obtained, or maintained to perform a commercial sex act. Force, fraud, or coercion is not necessary to prove the crime of sex trafficking of children and there are no exceptions to this rule. The Department of State asserts that “no cultural or socioeconomic rationalizations alter the fact that children who are prostituted are trafficking victims” and the use of children in the commercial sex trade is prohibited under federal law. Similarly, an adult who engages in a commercial sex act, such as prostitution, as the result of force, threat of force, fraud, coercion, or any combination of such means, is also a victim of sex trafficking. An adult’s consent to participate in prostitution is not legally determinative; after providing consent, if someone is held in service through psychological manipulation or physical force, he or she is a trafficking victim.

C. Federal Trafficking Laws

Federal laws emphasize that minors who engage in prostitution are victims rather than offenders. The DOJ has long enforced criminal laws against involuntary servitude. The U.S. has directed its efforts to combat

62. Id.
64. TRAFFICKING IN PERSONS REPORT, supra note 7, at 7.
65. Id.
66. Id.
67. Id.
68. Id.
69. The DOJ includes: (1) the Child Exploitation and Obscenity Section, which prosecutes cases of child pornography, sex trafficking of children, parental child abduction, and sex tourism; (2) the Civil Rights Division, which includes the Human Trafficking Prosecution Unit for trafficking crimes; (3) the Bureau of Justice Assistance, which funds collaborative law enforcement and non-governmental partner Task Forces around the U.S through the Anti-Human Trafficking Task Force Initiative; (4) the Office of Victims of Crime, which provides technical assistance to the Anti-Human Trafficking Task Forces, victim services funding for foreign national victims of trafficking, and pilot sites for U.S. citizen minor victims of trafficking; (5) the Bureau of Justice Statistics, which maintains
sex trafficking by prosecuting sex traffickers, protecting victims, and preventing the crime. This has been accomplished by expanding criminal statutes, introducing victim protections, and developing anti-sex trafficking programs through the Trafficking Victims Protection Act (TVPA).  

In 2000, Congress enacted the TVPA to address various sex trafficking issues, and since then, Congress has maintained support for this framework by reauthorizing the TVPA four times. The most recent reauthorization of the TVPA in 2013 enhanced support for state and local efforts to address sex trafficking investigations, prosecutions, and victim services. This reauthorization focuses particularly on the sex trafficking of minors. The reauthorization requires the DOJ to ensure that “all task forces and working groups within the Innocence Lost National Initiative engage in activities, programs, or operations to increase the investigative capabilities of state and local law enforcement officers in the detecting, investigating, and prosecuting persons who patronize or solicit children for sex.” In sum, it requires the DOJ to support state and local law enforcement to execute investigations and prosecutions of traffickers.

The Human Trafficking Reporting System and tracks and analyzes sex trafficking crimes reported to the Anti-Human Trafficking Task Forces in conjunction with Northeastern University, (6) the National Institute of Justice, which funds research on sex trafficking in the U.S. and around the world, (7) the Office of Juvenile Justice and Delinquency Prevention, which investigates Internet crimes through the Internet Crimes Against Children Task Force and implements a number of training and capacity-building initiatives related to the commercial sexual exploitation of children, and (8) the Federal Bureau of Investigation, which investigates civil rights crimes of sex trafficking and participates in the Anti-Human Trafficking Task Forces, Internet Crimes Against Children Task Force, and Innocence Lost National Initiative, and investigates crimes involving sex trafficking of children, and collaborates with the NCMEC and Child Exploitation and Obscenity Section. See U.S. Dep’t of Justice, http://www.justice.gov.


72. Id.

73. Id.

74. Id.


The reauthorization of the TVPA mentions the Internet three times. First, Title II, Subtitle B, Section 211 states, "This subtitle amends the Missing Children's Assistance Act to confirm that the cyber tipline for reporting Internet-related child sexual exploitation includes child prostitution as a form of child sex trafficking."77 Second, Title III, Section 302, states:

[The Department of Homeland Security] shall also operate, within the Cyber Crimes Center, a Cyber Crimes Unit (CCU). The CCU shall: (1) oversee the cybersecurity strategy . . . (2) enhance the ability of ICE to combat criminal enterprises operating on or through the Internet, (3) provide training and technical support in cyber investigations . . . (4) participate in research and development in the area of cyber investigations, and (5) recruit participants in the Human Exploitation Rescue Operative (HERO) Child Rescue Corps program for investigative and forensic positions.78

Finally, Title IX, Section 905 states, "This section expands the purposes for which funds from the Domestic Trafficking Victims' Fund may be used to include grant funding for state and local Internet Crimes Against Children Task Forces to combat child exploitation."79 Moreover, in 2013, the Obama Administration developed the Federal Strategic Action Plan on Services for Victims of Human Sex Trafficking in the United States ("Federal Strategic Action Plan") to increase the coordination of federal agencies and nongovernmental agencies in combating sex trafficking and to further provide support for the TVPA.80

In order to assume accountability for sex trafficking investigations and prosecutions, and to follow through with the goals set out in the TVPA and the Federal Strategic Action Plan, Congress needs to amend the CDA. The CDA, by its effect, prevents the federal government from fully realizing its anti-sex trafficking efforts.

D. Washington State Trafficking Laws

According to Shared Hope International, 8 of the 112 minors trafficked from out of state to Nevada for prostitution between August

77. Id. at § 211.
78. Id. at § 302.
79. Id. at § 905.
80. See FED. STRATEGIC ACTION PLAN, supra note 71. Other federal Acts include the Justice for Victims of Trafficking Act (JVTA) of 2015 and the Preventing Sex Trafficking and Strengthening Families Act of 2014. NAT'L HUMAN TRAFFICKING HOTLINE, supra note 70. The JVTA improves the U.S. response to human trafficking and contains a number of amendments that strengthen services for victims. Id. The Preventing Sex Trafficking and Strengthening Families Act seeks to reduce the incidence of sex trafficking among youth involved in the foster care system. Id.
2005 and December 2006 were from Washington.\textsuperscript{81} In September 2009, the Seattle PI reported that a 33-year-old Seattle man had forced two underage girls who had run away from home—a 13-year-old and a 17-year-old—to prostitute themselves for his own financial benefit.\textsuperscript{82} In November 2014, the Washington DOJ’s office reported that a King County man had been convicted of trafficking teenage girls across state lines, forcing them to work as prostitutes.\textsuperscript{83} These are only a few examples of the sex trafficking of minors in Washington.

Washington is described as a high-risk area for sex trafficking, due in part to its abundance of ports, robust tourism sector, and proximity to an international border.\textsuperscript{84} However, the state is also a national leader in combating sex trafficking crimes and was the first state to pass a law criminalizing sex trafficking in 2003.\textsuperscript{85} Since then, Washington’s legislature has signed more than thirty other pieces of legislation into law addressing various aspects of labor and sex trafficking.\textsuperscript{86} Under Washington law, sex trafficking is the “recruitment, harboring, transportation, provision, or obtaining of a person for the purposes of a commercial sex act, in which the commercial sex act is induced by force, fraud, or coercion.”\textsuperscript{87} If the victim is under eighteen years old, fraud, force, or coercion are not necessary elements of the offense.\textsuperscript{88} Whether the juvenile “consented” or appeared to consent to the sexual act is not a defense that the crime did not occur.\textsuperscript{89} In short, there is no such thing as a “child prostitute” in Washington.

The state’s culture has shifted to view sex trafficked minors as victims. Washington State established the Statewide Coordinating Committee on Sex Trafficking to encourage collaborations between law enforcement and organizations that serve victims.\textsuperscript{90} As of 2015, thirty-four states have passed safe harbor legislation, each varying in function.\textsuperscript{91} Washington’s Safe Harbor Law declares that a minor arrested for a first violation of prostitution should have their case diverted, and subsequent
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\bibitem{7} WASH. REV. CODE § 9A.40.100 (2016).
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\end{thebibliography}
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Offenses can also be diverted at the discretion of the prosecutor. These laws create the presumption that a juvenile arrested for prostitution meets the federal criteria for a victim of a severe form of trafficking in persons.

 Traffickers condition minors to fear punishment from law enforcement, thus decreasing the likelihood that the child will seek help. With this in mind, Washington law enforcement officers and prosecutors are working to build rapport with victims of exploitation in their communities in hopes of getting them to reach out on their own and testify against their traffickers. To do this, law enforcement and prosecutors are finding that they should approach victims with nonjudgmental and empathetic questions in order to increase the chances that they cooperate during an investigation. New measures focus on expanding the definitions of pimps and johns and punishing them for their involvement in prostitution. For example, in 2014 King County police agencies shifted their focus to arresting johns on patronizing charges, while decreasing the arrest of prostituted women. The countywide program, led by King County Senior Deputy Prosecuting Attorney Val Richey, is called the “Buyer Beware” initiative, it aims at reducing the local demand for prostitution by targeting those who pay for sex.

An estimated 300–500 minors are trafficked in Seattle each day. However, there are many reasons why this estimate, along with similar nationwide estimates of trafficked victims, is not reliable. Police reports, social service observations, and victims’ testimony reveal a wide disparity in the estimates of sex trafficking victims, and the reality is that most juvenile victims go unidentified.

Seattle, like many cities, has seen increases in Internet-based prostitution over the last decade. The illicit value of Seattle’s sex market has increased from $50.3 million per year in 2003 to $112 million per year.
Internet prostitution allows new entrants to the market, and many individuals are moving from street-based to Internet-based pimping. Because the Internet provides an easy and cost-effective way for traffickers to sell sex with children, new and vast markets for the commercial sex industry have flourished there.

Due to the success of law enforcement efforts to stop visible street prostitution, and the ease of using websites such as Backpage, Washington has seen an increase in Internet-based prostitution over the last decade. This shift has paradoxically made sex trafficking and prostitution less visible while increasing the availability of online commercial sex to buyers. Washington State officials need to focus efforts on prosecuting and cracking down on forums that are most profitable to pimps and harder to detect—i.e., online classified ads like Backpage.

Unfortunately, although state laws are aligned with federal sex trafficking laws, state efforts have ultimately been undermined by federal preemption under the CDA. Although Washington is one of the leaders on sex trafficking issues, its efforts are inhibited by CDA preclusion.

II. BACKPAGE AND J.S. v. VILLAGE VOICE MEDIA

A deeper look into Backpage’s business practices demonstrates how its status as an interactive computer service is deceptive and how its rules and regulations actually help to create the unlawful content published on the website. These deceptive business practices are highlighted in J.S. v. Village Voice Media Holdings, LLC, a Washington State case that is currently pending. The plaintiffs in Village Voice argue that Backpage actually assists in the development of the illegal content, and therefore, it should be held accountable under state law claims. Until January 9, 2017, Backpage operated its “adult” ad section in the U.S. On January 9, 2017, Backpage shut down this section in the U.S. because of political scrutiny.

102. Id. at 13.
104. Id.
105. Id.
108. Id. at 110.
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from the federal government. But the “adult” ad section still operates everywhere else in the world. For purposes of this Note, this section discusses how Backpage operated successfully, prior to removing this section, while claiming an immunity defense under the CDA.

A. Backpage

Backpage is an online classifieds forum that posts advertisements for sale by subject matter and geographical location. The classifieds forum has an “adult” section, which includes an “escorts” section. Backpage does not charge a fee for posting advertisements in most areas of the forum but does charge a fee for posting advertisements in the “adult” section. This fee for “adult” ads ranges from $12.00–$17.00 per posting, with additional fees for each reposting of an “adult” ad, and additional fees for featuring the ad prominently on the right side of the website. Backpage does not require those posting ads in the “adult” section to verify their identity. Backpage also does not require that those posting use a registered credit card linked with a name and address and accepts anonymous payments in the form of prepaid credit cards and pseudo-currencies such as Bitcoin.

Backpage does not require age verification of an “escort” whose services are offered on the website. The website will not accept an ad when the poster enters an age of less than eighteen, but it will permit the poster to immediately reenter an assumed age. Likewise, Backpage does not require a verification of the telephone numbers posted in its “adult” ads and permits users to enter telephone numbers using any combination of character strokes, which is less traceable by law enforcement, rather than nominal numbers required in other sections of the website—for example, Backpage will allow “one2threeFOUR5six78nine9” rather than “123-456-7899.” Backpage further protects poster anonymity because it does not require verification of their email addresses.

110 Id.
111 See BACKPAGE, http://www.backpage.com [https://perma.cc/6NGH-UA4B]; see also BACKPAGE.COM’S KNOWING FACILITATION, supra note 19, at 45.
113 Id.
115 Id.
116 Id.
117 Id.
118 Id.
119 Id.
120 Id.
121 Id.
Moreover, Backpage strips out metadata associated with photographs—such as the date, time, geolocation, and other identifying information—before publishing the photographs on its website, further preventing law enforcement from effectively searching for a repost of a photograph.\textsuperscript{122} Although Backpage has an automatic filtering system, which bars the use of certain words, it permits the use of suggestive phrases such as “girl,” “young,” “underage,” and “fresh.”\textsuperscript{123} The website also allows the use of recognizable abbreviations of forbidden words, such as “brly legal” and “high schl” (suggesting “barely legal” and “high school”).\textsuperscript{124} Additionally, at the direction of CEO Carl Ferrer, the company programmed an electronic filter to delete hundreds of words indicative of sex trafficking or prostitution.\textsuperscript{125} By late 2010, Backpage’s own internal estimate was that they were editing “70 to 80% of ads” in the “adult” ad section either manually or automatically.\textsuperscript{126} In short, Backpage has not established appropriate safeguards against the sex trafficking of minors on its website. The vast majority of prosecutions for sex trafficking now involve online advertising, and most of those advertisements appear on Backpage.\textsuperscript{127}

Despite the lack of precautions taken by Backpage, the company’s general counsel, Liz McDougall, states that Backpage is actually helping prevent sex trafficking of minors.\textsuperscript{128} McDougall reports that the employees remove advertisements from the site every month by running through a keyword filter.\textsuperscript{129} Backpage says that employees manually review each advertisement submitted to the “adult” category in order to subjectively decide whether minors are depicted for illegal activity.\textsuperscript{130} Backpage then reports ads it suspects involve minors to the NCMEC each month.\textsuperscript{131} Although Backpage claims that it takes precautions to report the sex trafficking of minors, it is not taking the necessary steps to truly combat illegal depictions of minors. Backpage derives 90% of its revenue from sex ads, many of which solicit children.\textsuperscript{132}
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program” rarely produces helpful information leading to the identification or rescue of exploited children, or to the prosecution of their traffickers.  

"The number of investigations and prosecutions for which Backpage provides useful assistance is far outweighed by the number of illegal transactions that Backpage facilitates on a daily basis."  

And with sweeping immunity under the CDA, Backpage is allowed to substantially profit off of these ads and lacks any true incentive to implement necessary safeguards.


The Washington State Supreme Court has deviated from past precedent and has suggested that a website that was thought to be an “interactive computer service” could be held responsible under state law if it helped create the content, thus becoming an “information content provider” (content provider). Under the CDA, an interactive computer service is immune from suit under state law claims in relation to merely hosting such content on a website.  

An interactive computer service passively displays content that is created by third parties.  

Conversely, a content provider may be subject to state law liability in relation to the content it develops.  

A content provider may be responsible, in whole or in part, for developing the content on its website.  

Importantly, a website may simultaneously be a service and content provider with respect to different aspects of the site.

J.S. v. Village Voice Media Holdings LLC turns on whether Backpage merely hosted advertisements or whether it also helped develop the content published. If Backpage merely hosted advertisements, it would be immune; if Backpage helped develop the content published, it would not be protected by CDA immunity. The facts of the case are as follows:  

ads featuring three minor girls, collectively named "J.S.,” were posted on the defendants' website, collectively referred to as “Backpage.”  

The three minor girls were raped multiple times by adult customers who responded to the ads.  

J.S. then filed a complaint alleging state law claims...
for damages against Backpage. The claims included negligence, outrage, sexual exploitation of children, ratification/vicarious liability, unjust enrichment, invasion of privacy, sexual assault and battery, and civil conspiracy. J.S. was featured in Backpage ads in the “adult” section. The ads were posted in accordance with instructions on Backpage’s website, and all of the advertisements featuring J.S. complied with Backpage’s content requirements.

The heart of the dispute is whether Backpage should be held liable for the posts of the plaintiffs found on Backpage’s website. Backpage moved to dismiss on the theory that it is immune from suit from J.S.’s state law claims because of CDA preemption. J.S. countered by arguing that Backpage is not immune from suit because its advertisement posting rules were “designed to help pimps develop advertisements that can evade the unwanted attention of law enforcement, while still conveying the illegal message.” The plaintiffs asserted that Backpage (1) created its unlawful escort hearings, (2) developed the unlawful content by making it useable and available, and (3) encouraged unlawful content.

The trial court denied the motion to dismiss, although the plaintiffs’ third argument was the only one to survive. When Backpage moved for discretionary review, the Court of Appeals granted review and certified the case to the Supreme Court of Washington for direct review. The appeal was taken from a ruling to dismiss a claim under CR 12(b)(6) and was reviewed de novo; thus, all of J.S.’s allegations were assumed to be correct along with any reasonable inferences.

The Washington State Supreme Court ruled against Backpage, denying a motion to dismiss the case based on the CDA immunity. The Court’s majority determined that J.S. pleaded a case and held that if the
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plaintiffs' allegations are true, it would show that Backpage did more than
maintain neutral policies and that it helped to develop the unlawful content
because it “contribute[d] materially to the alleged illegality of the
conduct.”152 On the other hand, Justice McCloud, in her dissenting
opinion, emphasized that Congress was aware of competing policy
concerns and already weighed those competing policies when it enacted
the CDA.153 Therefore, Justice McCloud concluded that the plaintiffs did
not have a case and that precedent had settled the issue.154 But in the end,
the trial court’s decision was affirmed and the case was remanded for
further proceedings.155 The case is currently pending to be heard on
remand and trial is scheduled for May 22, 2017, in Pierce County Superior
Court.156

C. Backpage CEO Carl Ferrer Arrested on Felony Pimping Charges157

On October 6, 2016, Carl Ferrer, the CEO of Backpage, was arrested
with pimping charges under California law.158 Michael Lacey and James
Larkin, former owners of Backpage, were arrested for the charge of
conspiring to commit pimping under California law.159 California’s DOJ
alleges that there is probable cause to believe that since 2010, Ferrer,
Lacey, and Larkin have knowingly received earnings from the prostitution
of minors through Backpage.160 After Craigslist shut down its “adult
services” category in 2012, Backpage took advantage of the increased
traffic by raising fees and expanding to hundreds of cities throughout the
world.161 In late 2014, Ferrer bought Backpage through foreign shell
companies162 and created Backpage’s new parent company, UGC Tech

152. Fair Hous. Council v. Roommates.com, 521 F.3d 1157, 1168 (9th Cir. 2008); Vill. Voice,
359 P.3d at 718.
154. Id. at 739.
155. Id. at 718. (“Given J.S.’s allegations, it does not appear ‘beyond a reasonable doubt that no
facts exist that would justify recovery’ in this case, and, therefore, dismissal of J.S.’s claims under CR
12(b)(6) is not appropriate ’.”).
156. See J.S. v. Vill. Voice Media Holdings, LLC, Pierce County Superior Court Civil Case
12-2-11362-4, LEGAL INFO. NETWORK EXHI., https://lnxonline.c o.pierce.wa.us/lnxweb/Case/
CivilCase.cfm?cause_num=12-2-11362-4 [https://perma.cc/INDG-7UZB].
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on Backpage’s profits.
161. Id. at 3.
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Group C.V. (UGC), a Dutch company domiciled in Curacao. Ferrer is the only named partner of UGC and remained the CEO of Backpage. For Ferrer, this move was made in order to expand Backpage globally.

In addition to making millions of dollars off the sale of “adult” ads on Backpage, Ferrer devised a way to promote Backpage by creating other prostitution-related sites. These sites serve as an escort directory comprised entirely of Backpage users. Allegedly, Ferrer took data from Backpage users to create content for Backpage-affiliated sites such as EvilEmpire.com and BigCity.com. An investigation by the DOJ found that EvilEmpire.com featured photos and contact information from Backpage and offered no apparent way for users to submit content directly. These schemes enabled Ferrer and his co-conspirators to expand Backpage’s market of online sex advertising.

There are numerous communications from the NCMEC and others informing Ferrer, Lacey, and Larkin about the number of children being exploited on Backpage. Ferrer and other Backpage representatives have acknowledged the fact that prostitution occurs on Backpage but have attempted to evade culpability by claiming that they have mitigated criminal activity through their screening process. At the same time, Ferrer has asked payment processing partners whether he should not send email addresses to processors/banks when we do transactions? Example of customer email addresses: sexygirl69[redacted].com, porn_star_[redacted].com, Naked_goddess[redacted].com. We could send an account number instead? Do banks see these email addresses when we send the transaction to the processor? We think for example Chase might block transactions for their card holders based on overtly sexy email address names.

In July 2015, major credit cards stopped processing Backpage transactions. Backpage began to allow users to post “adult” ads for free while still collecting fees for promoted/sponsored ads and then created
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complex payment processing procedures to avoid detection from financial institutions.\textsuperscript{174}

Ferrer, Lacey, and Larkin argue that they have no culpability for the exploitation of minors. Attorneys for Ferrer, Lacey, and Larkin have carefully crafted arguments to counter the felony pimping charges.\textsuperscript{175} Attorney James C. Grant begins by writing, “The AG’s Complaint and theory of prosecution are frankly outrageous. The AG seeks to impose criminal liability on a website simply because it published and received fees for third-party ads.”\textsuperscript{176} To combat these charges, Grant has raised First Amendment arguments and asserted CDA immunity.\textsuperscript{177} He argues that the “First Amendment . . . expressly precludes state authorities from imposing criminal liability on parties that publish or distribute speech absent proof of scienter, i.e., that the publisher knew the specific information published was unlawful.”\textsuperscript{178} In regards to the Section 230 immunity, Grant states, “[T]he AG’s theory expressly violates Section 230, which Congress enacted twenty ago to preserve and promote free speech on the Internet by immunizing website operators from liability for publishing content provided by third-party users. Section 230 preempts all contrary state laws—including state criminal laws.”\textsuperscript{179} The attorney’s argument relies on the presumption that Ferrer, Lacey, and Larkin did not know “the specific information published was unlawful” and that they did not assist in the creation of the illegal content.\textsuperscript{180} The second argument involving the CDA is also the crux of the Washington case, \textit{J.S. v. Village Voice Media Holdings LLC}.

1. California’s Department of Justice Investigation

Since 2012, the NCMEC has worked on more than 400 cases involving children sold for commercial sex on Backpage.\textsuperscript{181} The NCMEC has reported more than 2,900 instances to California law enforcement where suspected child sex trafficking occurred via Backpage during that same time period.\textsuperscript{182} The California DOJ began investigating Backpage in 2013 because of these reports from the NCMEC and news stories of
children who were repeatedly exploited for commercial sex on Backpage.183

Some of the California DOJ’s observations are as follows. In May 2014, the California DOJ conducted an undercover sting operation, which involved an undercover agent responding to an “adult escort” ad listed on Backpage.184 Agents arranged several “dates” with these “escorts,” each resulting in meeting in a hotel room and the “escort” negotiating sex acts for money with the undercover agent.185 The agents were thus able to confirm that the sole purpose of the “escort” ad posted on Backpage was to offer money in exchange for sex.186

In March 2015, California DOJ Special Agent Brian Fichtner created advertisements on Backpage.187 One of the ads was posted in the “escort” section, offering adult companionship for money.188 The special agent also posted an ad for the sale of a sofa in the “buy, sell, trade” section.189 Backpage offers an upgrade of an ad for an additional fee, allowing the ad to be automatically reposted to the top of the page several times.190 For the special agent to upgrade the ad in the “escort” section, it cost $111.20; to upgrade the ad in the “buy, sell, trade” section, it cost $1.22.191 The responses to the “escort” ad began minutes after going live.192 There were hundreds of inquiries for the “escort” ad requesting sexual acts; there was only one inquiry for the sofa.193

Later, Special Agent Fichtner personally reported his “escort” ad to Ferrer and to abuse@backpage, at which point the ad was taken down.194 Other posts put up by Agent Fichtner, containing sexual verbiage such as “cum” and “quickie,” were similarly taken down by Backpage because the words were “forbidden in this category”; but other posts, including verbiage such as “come” and “quick session,” were alternatively submitted and accepted for use in ads on Backpage.195 Furthermore, although Backpage restricted the sexual verbiage in Agent Fichtner’s undercover ad, when he conducted random searches he viewed numerous “escort” ads that contained photos and videos of fully nude individuals simulating
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and/or performing sexual acts. In Agent Fichtner’s declaration in support of an arrest warrant, Fichtner stated, “Backpage states they moderate their ads and implement a policy against posting obscene or lewd and lascivious graphics and photographs, however, my personal observations have indicated otherwise.”

2. Court’s Final Ruling on Ferrer

On December 9, 2016, the Honorable Judge Michael G. Bowman granted Carl Ferrer, Michael Lacey, and James Larkin’s demurrer, dismissed their charges, and exonerated their bonds. Judge Bowman stated that the “[c]ourt understands the importance and urgency in waging war against sexual exploitation.” But, he further opined, regardless of the grave potential of harm that results from the conduct of Carl Ferrer, Michael Lacey, and James Larkin, “Congress has precluded liability for online publishers for the action of publishing third party speech and thus provided for both a foreclosure from prosecution and an affirmative defense at trial.” Judge Bowman concluded, “it is for Congress, not this [c]ourt, to revisit.” Again, this is an example where courts have not deviated from precedent in fear of its effect on the CDA.

D. Backpage Shuts Down “Adult” Ads

For more than twenty months, the Permanent Subcommittee on Investigations for the U.S. Senate investigated the problem of online sex trafficking. The investigation led the Subcommittee to focus on Backpage. The Subcommittee made three principal findings. First, “Backpage has knowingly concealed evidence of criminality by systematically editing its ‘adult’ ads.” Through subpoenas, the Subcommittee found that Backpage internally estimated that it was editing “70 to 80% of the ads” in the adult section either manually or automatically. Second, “Backpage knows that it facilitates prostitution
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and child sex trafficking.” 207 “Backpage moderators told the Subcommittee that everyone at the company knew the adult-section ads were for prostitution and their job was to ‘put lipstick on a pig’ by sanitizing them.” 208 Third, although Backpage was sold to an undisclosed foreign company in 2014, “the true beneficial owners of the company are James Larkin, Michael Lacey, and Carl Ferrer.” 209 Lacey and Larkin lent Ferrer more than $600 million to purchase Backpage from them. 210 According to the consultant who structured the deal, the transaction provides no tax benefits 211 “Instead, it serves only to obscure Ferrer’s United States-based ownership and conceal Lacey and Larkin’s continued beneficial ownership.” 212

After the Senate’s findings, Backpage213 closed its “adult” ad section in the U.S. 214 on January 9, 2017. 215 Backpage stated that the scrutiny they received from the site by government officials has made it too costly for them to keep operating the adult section in the U.S. 216 Backpage rejected the Subcommittee’s findings and claimed that its decision to shut down the adult section was the result of “unconstitutional government censorship.” 217 Backpage also said, “For years, the legal system protecting freedom of speech prevailed, but new government tactics, including pressuring credit card companies to cease doing business with Backpage, have left the company with no other choice but to remove the content in the United States.” 218 Backpage responded to the Subcommittee stating,

This act of censorship will not reduce the problem of human trafficking, and those who suggest otherwise are deluding themselves and their constituencies. Instead, it undermines efforts by Backpage.com to cooperate with law enforcement and provide information to identify, arrest and prosecute those who engage in human trafficking. We are gratified by the supportive messages of appreciation from law enforcement across the country with whom we have worked to identify, arrest, and prosecute criminals. Second, it
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will not end the fight for online freedom of speech. Backpage.com will continue to pursue its efforts in court to vindicate its First Amendment rights and those of other online platforms for third party expression.\(^\text{219}\)

Backpage’s counsel wrote to the Subcommittee and said that Congress had interfered with its First Amendment privileges by subpoenaing documents on what material it would and would not publish.\(^\text{220}\) The letter also stated:

Backpage and the people who work for the company agree that human trafficking is abhorrent and should be eradicated. That is why Backpage has spent thousands of hours and millions of dollars working with, and at times training, the front lines of law enforcement in seeking to bring to justice those who impermissibly sought to use the Internet as a platform to commit abhorrent crimes.\(^\text{221}\)

Disclaimers now appear on Backpage’s “adult section” reading “CENSORED” in red letters and that “[t]he government has unconstitutionally censored this content.”\(^\text{222}\) Backpage also has posted links on its website with information on how to “protect free speech.” It has also posted a donation link to the Children of the Night (an organization dedicated to rescuing children from prostitution) and a hashtag to support free speech (#FREESPEECH #BACKPAGE).\(^\text{223}\) In response to Backpage shutting down the “adult” section, Senators Rob Portman (R–Ohio) and Claire McCaskill (D–Mo.) reportedly said, “Backpage’s decision to close the adult section showed that it was ‘complicit’ in online sex trafficking.”\(^\text{224}\) “Backpage’s response wasn’t to deny what [the Subcommittee] said. It was to shut down their site . . . That’s not ‘censorship’—it’s validation of our findings.”\(^\text{225}\)


\(^{221}\) Id.


\(^{223}\) Id.

\(^{224}\) Hawkins, supra note 109.

\(^{225}\) Id.
III. CRITIQUE

The CDA has classified an interactive computer service to include a wide-range of websites that host third-party content, including eBay.com, Amazon.com, and AOL.com. Backpage has been identified as an interactive computer service, allowing it to use broad immunity as a defense to state law claims for the sex trafficking of minors. A look into Congress’s intent when drafting the CDA suggests that the CDA was not meant to provide immunity to users like Backpage. Backpage is clearly more than a mere interactive computer service; it actually assists in creating the unlawful content. Courts refuse to adopt this interpretation because of precedent. But federal and state leaders have voiced their disapproval of Backpage and its business practices, and those federal leaders have the power to address this. Congress needs to amend the CDA to clarify to whom it is intended to provide immunity from liability.

A. The Communications Decency Act

The Communications Decency Act of 1996 was one of Congress’s first attempts to regulate the growing medium of the Internet. The purpose of the CDA is to promote the development of the Internet, to protect children from obscene and objectionable content, and to ensure the enforcement of federal criminal laws. As stated in the statutory language, the purpose is to promote the continued development of the Internet [and] to preserve the vibrant and competitive free market that presently exists for the Internet [and] to remove disincentives for the development and utilization of blocking and filtering technologies that empower parents to restrict their children’s access to objectionable or inappropriate online material [and] to ensure vigorous enforcement of Federal criminal laws to deter and punish trafficking in obscenity, stalking, and harassment by means of computer.

These provisions in the statutory text indicate that Congress was concerned about both the development of the Internet and the protection of children.
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Definitions and distinctions of key terms in the CDA are important to determine who is eligible for immunity under the Act. An "information content provider" is "any person or entity responsible, in whole or in part, for the creation or development of information provided through the Internet or any other interactive computer service." An "interactive computer service," on the other hand, is "any information service, system, or access software provider that provides or enables computer access by multiple users to a computer server, including specifically a service or system that provides access to the Internet and such systems operated or services offered by libraries or educational institutions." Under the CDA, an information content provider may be subject to state law liability in relation to content that it develops, but an interactive computer service is immune from suit for state law claims in relation to merely hosting such content on its website. A website operator does not "develop" content simply by maintaining neutral policies prohibiting or limiting certain content.

The CDA also provides that "[n]o cause of action may be brought and no liability may be imposed under any State or local law that is inconsistent with this section." Additionally, the Supremacy Clause of the Constitution declares that federal legislation is "the supreme Law of the Land." Thus, federal legislation can create legal obligations on state law, which preempts states from making statutes that are in conflict with it. In regards to immunity from civil liability, the CDA states:

No provider or user of an interactive computer service shall be held liable on account of any action voluntarily taken in good faith to restrict access to or availability of material that the provider or user considers to be obscene, lewd, lascivious, filthy, excessively violent,
harassing, or otherwise objectionable, whether or not such material is constitutionally protected.\textsuperscript{240}

Unfortunately, courts have interpreted the CDA so broadly that they have granted immunity to interactive computer services who maintain minimal efforts at monitoring offensive or unlawful third-party content—making the threshold of what constitutes a "good faith effort" to be very little action as long as the appearance of regulation is maintained.\textsuperscript{241}

As long as sex ads on a classified-ads websites like Backpage are created by a third-party user, websites like Backpage will have immunity from civil and criminal liability.\textsuperscript{242} The exception to this rule is when an interactive computer service provider crosses the line between acting neutrally to actually publishing the content because its rules and regulations assist in the creation of illegal content.\textsuperscript{243} This is the fine line that Backpage has been walking, and that line keeps getting thinner and thinner with CEO Carl Ferrer's actions to maximize profits off the "escorts" section.

As a result of court interpretations of the CDA, state laws that try to combat sex trafficking over the Internet have been unsuccessful because websites such as Backpage have been able to circumvent liability by claiming a blanket immunity. An example of this is \textit{Doe ex rel. Roe v. Backpage.com, LLC}, where the court dismissed state law claims brought by three minors who sought redress for having been victims of sex trafficking.\textsuperscript{244} The court in that case, like many others, held that "Congress has made the determination that the balance between suppression of trafficking and freedom of expression should be struck in favor of the latter in so far as the Internet is concerned."\textsuperscript{245}

\textbf{B. In Favor of the Broad Immunity}

Those who oppose holding interactive computer services liable have similar concerns. One argument is that before the CDA was passed, "Congress weighed the competing policies of fostering robust interactive service provider growth, promoting self-policing by the interactive service
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provider industry, and protecting against victimization by Internet advertisements.\footnote{246}{Vill. Voice, 359 P.3d at 724.} In the CDA, Congress struck that balance in favor of immunity for “interactive service providers” but not for “content providers.”\footnote{247}{Id.}

Another argument is that holding interactive computer service liable will infringe on First Amendment protections.\footnote{248}{See, e.g., Letter from Stanley M. Brand et al., supra note 220.} Constitutional scholars believe that the arguments used in efforts to shut down Backpage lack substance and set a dangerous precedent for disregarding the First Amendment.\footnote{249}{Amy Zimmerman, Backpage Is Bad. Banning It Would Be Worse, DAILY BEAST (Jan. 14, 2017, 9:00 PM), http://www.thedailybeast.com/articles/2017/01/15/backpage-is-bad-banning-it-would-be-worse.html [https://perma.cc/CE5M-C4SK].} Online intermediaries are essential for the Internet to remain a vital medium of free expression.\footnote{250}{BACKPAGE, FIRST AMENDMENT BACKGROUND ON PSI SUBPOENA SEEKING DOCUMENTS ON BACKPAGE.COM EDITORIAL PROCESS 1, http://www.backpage.com/statements/Backpage-First-Amendment-Fact-Sheet.pdf [https://perma.cc/K5PY-A648].} This allows users to exchange ideas and information around the world.\footnote{251}{Id.} These intermediaries come in many forms—search engines, social networks, advertising platforms, and content-hosting sites—and offer forums to post or access user-generated content.\footnote{252}{Id.} The argument is that the growth of the Internet would be stifled by holding intermediaries liable for content that is hosted on their sites because creators of these intermediaries would, in turn, be disincentivized from creating such forums.\footnote{253}{Id.}

C. Proposal: Amending the Communications Decency Act

In order to prevent websites from claiming to be an interactive computer service provider while covertly acting as the information content provider, Congress should amend the CDA to make clear to whom the immunity was meant to apply to.

A statute must be interpreted according to the intent of the Legislature as derived from its language and considered in connection with the cause of its enactment.\footnote{254}{Commonwealth v. Figueroa, 982 N.E.2d 1173, 1176 (Mass. 2013).} The intention of the CDA was not to give developers of websites sweeping abilities to evade illicit action, but to promote the growth of the Internet and to protect children.\footnote{255}{Id.} Therefore, the CDA should be construed to treat websites, like Backpage, as not merely hosting such content when their guidelines minimally screen for
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illicit conduct and help perpetrators of criminal conduct to evade detection. Because courts have, time and time again, decided not to change their interpretation of the CDA, Congress should amend the CDA either to allow state law claims and/or establish that a content provider becomes the creator of the content when it helps facilitate the illicit content by absent or weak regulatory provisions.

The first proposal has been supported by forty-seven attorney generals from different states within the U.S.256 and would amend Section 230(e)(1) of the CDA to the following (added language in italics): “Nothing in this section shall be construed to impair the enforcement of section 223 or 231 of this title, chapter 71 (relating to obscenity) or 110 (relating to sexual exploitation of children) of Title 18, or any other Federal or State criminal statute.”257

The second proposal is to amend Section 230(c) of the CDA to the following (added language in italics): Protection for “Good Samaritan” blocking and screening of offensive material (1) Treatment of publisher or speaker—No provider or user of an interactive computer service shall be treated as the publisher or speaker of any information provided by another information content provider. (2) Civil liability—No provider or user of an interactive computer service shall be held liable on account of—(A) any action voluntarily taken in good faith to restrict access to or availability of material that the provider or user considers to be obscene, lewd, lascivious, filthy, excessively violent, harassing, or otherwise objectionable, whether or not such material is constitutionally protected; or (B) any action taken to enable or make available to information content providers or others the technical means to restrict access to material described in paragraph (1). (C) (1)-(2) of this provision applies unless, it can be proven that a provider or user of an interactive computer service makes a substantial amount of its revenue by the obscene, lewd, lascivious, filthy, excessively violent, harassing, or otherwise objectionable, whether or not such material is constitutionally protected, material; or does not place significant safeguards to aid in the detection and prevention of the publishers of the obscene, lewd, lascivious, filthy, excessively violent, harassing, or otherwise objectionable, whether or not such material is constitutionally protected, content.

Either proposal would allow for website providers, such as Backpage, to be held accountable under state law for illegal content it helps create. In light of the frequent litigation in relation to this matter and

257. Id.
backlash from federal leaders, Congress should make explicit what types of websites are able to raise an immunity defense, rather than allow courts to construe a blanket immunity. Numerous members of Congress have voiced their disapproval of Backpage’s actions—they should take further action in light of their words.258 Congress should alter the language of the CDA to match Congress’s original intent for this statute.

D. Outcome of J.S. v. Village Voice Media Holdings LLC259

As Justice Gonzalez opined in the Washington State Supreme Court decision of J.S. v. Village Voice Media Holdings LLC:

It is important to ascertain whether in fact Backpage designed its posting rules to induce sex trafficking to determine whether Backpage is subject to suit under the CDA because “a website helps to develop unlawful content, and thus falls within the exception to section 230, [and is thus not protected by section 230], if it contributes materially to the alleged illegality of the conduct.260

Without a statutory amendment to the CDA, this case turns on whether Backpage’s rules helped develop the content of those advertisements—in which case Backpage is not protected by CDA immunity.261

A website can be both a service provider and a content provider.262 If the website operator just passively displays content that is created entirely by third parties, then it is only a service provider with respect to that content.263 In regard to the content that the website operator creates itself or is responsible, in part or whole, for creating or developing the website, it is also a content provider.264 “Thus, a website may be immune

258. One example of protest against Backpage is a unanimous resolution from the U.S. Senate which ‘called on [Backpage] to act as a responsible global citizen and immediately eliminate the “adult entertainment” section of the classified advertising website Backpage.com to terminate the website’s rampant facilitation of online sex trafficking.’ S. Res. 439, 112th Cong. (2012) (emphasis added). In addition, Representative Ann Wagner introduced, and the House ultimately passed with overwhelming bipartisan support, the Stop Advertising Victims of Exploitation Act (the SAVE Act). Alan Scher Zagier, Wagner Promotes Bill to Shut Down Online Sex Ads, WASH. TIMES (Mar. 13, 2014), http://www.washingtontimes.com/news/2014/mar/13/wagner-promotes-bill-to-shut-down-online-sex-ads/ [https://perma.cc/AW9X-GYCG]. The SAVE Act is aimed at websites “that post third-party ads for massages, body rubs, escort services and other thinly veiled references to prostitution.” Id.

259. This case is currently pending—once decided, a better analysis of how the outcome of the case affects the future of CDA interpretation, website operators, and Washington State law can be made.
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from liability for some of the content it displays to the public but be subject to liability for other content. A website operator, however, does not “develop” content by simply maintaining neutral policies prohibiting or limiting certain content.

Most courts have broadly construed Section 230 to provide near complete criminal and civil immunity for ISPs when they publish content website users have created. However, the U.S. Court of Appeals for the Ninth Circuit has suggested that ISPs that edit user-created content can lose their CDA immunity. The court in *Fair Housing Council of San Fernando Valley v. Roommates.com* wrote that Section 230 “was not meant to create a lawless no-man’s-land on the Internet” and that a website operator who edits user-created content retains his immunity for any illegality in the user-created content, provided that the edits are unrelated to the illegality. However, a website operator who edits in a manner that contributes to the alleged illegality is directly involved in the alleged illegality and thus not immune.

In that case, the plaintiffs claimed that Backpage designed its posting rules to induce sex trafficking and to help pimps evade law enforcement. If proven true by the facts presented before the superior court, the plaintiffs have a potentially winning case. Backpage created a business model to knowingly promote, support, contribute, and benefit from prostitution and sex trafficking of minors. This business model has been profitable in the U.S. and worldwide, and is in violation of federal and Washington State laws. While other websites allow, and perhaps even enable, some amount of unlawful activity as a consequence of hosting forums for lawful speech or commerce, Backpage’s very business model is premised on facilitating and profiting from sex trafficking—Backpage makes 90% of its worldwide income directly from the “adult” ads section, which is used for prostitution.

Pierce County Superior Court should hold Backpage accountable and rule in the plaintiffs’ favor because Backpage has taken various
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affirmative steps to facilitate sex traffickers and to hinder law enforcement. The court should rely on the 9th Circuit’s ruling in *Fair Housing Council of San Fernando Valley v. Roommates.com* and on Backpage’s deceptive practices in making its decision. Backpage protects posters’ anonymity because it does not require verification of email addresses and does not require a verification of the telephone numbers posted in its “adult” ads. Backpage strips out metadata associated with photographs—such as date, time, geolocation, and other identifying information—before publishing photographs on its website, further preventing law enforcement from effectively searching for a repost of the same photograph. Backpage allows the use of recognizable abbreviations of forbidden words, such as “brly legal” and “high schl.” Finally, Backpage has expanded its business globally and is affiliated with other prostitution-based sites—such as EvilEmpire.com—where photos and contact information from Backpage are posted. Victims should be able to seek justice against those that facilitate their trafficking and facilitators should be held accountable for their actions.

**CONCLUSION**

Prostitution and sex trafficking have always been prominent in American history and flourish today on the Internet. The current interpretation of CDA immunity creates a federal internal inconsistency. The inconsistency is that the federal government has enacted laws and committed resources to combat the sex trafficking of minors and extract them from bondage, but the CDA gives the leading source of sex trafficking—the Internet—a sweeping immunity defense. This inconsistency prevents a state’s ability to enforce regulations and hold traffickers accountable. The issue regarding the sex trafficking of minors will not be properly addressed and tackled until federal laws and state efforts are able to function concurrently. In order to combat the “modern slavery” of sex trafficking, particularly the sex trafficking of minors, the CDA needs to be amended. An amendment will allow state efforts to operate in accord with federal law efforts and prevent state courts from hiding behind precedent when interpreting CDA cases before them.

To further assist these efforts, the court for the pending case in Washington State—*J.S. v. Village Voice Media Holdings LLC*—should rule in favor of the respective plaintiffs. On Backpage, a pimp can easily
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circumvent detection because Backpage has set up guidelines that foster evasion by stripping metadata, failing to vigorously screen ads, and requiring no personal information of ad creators. In so doing, Backpage assists in the development of unlawful content by guiding pimps in the ways to post depictions of sex trafficked minors in a way that law enforcement is unable to detect.

Combatting the sex trafficking of minors globally is an enormous task; the U.S. should take strict efforts domestically and ensure that the current initiatives Congress has enacted are not wasted due to preemption by the CDA. As global leaders, the U.S. should lead by example.